Volume 11

2009 International Conference on

Computer

Engineering | TG
and -
Technology

1)

Singapore
22-24 January 2009

Edited by
Jianhong Zhou
Xiaoxiao Zhou
\{r\"
~ ‘./
ICCET

IRCSIT




Proceedings

2009 International Conference
on Computer Engineering and Technology

ICCET 2009

Volume II




Proceedings

2009 International Conference
on Computer Engineering and Technology

Volume 11

January 22 - 24, 2009
Singapore

Edited by
Jianhong Zhou and Xiaoxiao Zhou

Sponsored by

&

IRCSIT

International Association of Computer Science & Information Technology

CPS@@é Los Alamitos, California COII'!]E’]EpEuter

e Y. Washington * Tokyo soclety




Copyright © 2009 by The Institute of Electrical and Electronics Engineers, Inc.
All rights reserved.

Copyright and Reprint Permissions: Abstracting is permitted with credit to the source. Libraries may photocopy
beyond the limits of US copyright law, for private use of patrons, those articles in this volume that carry a code at
the bottom of the first page, provided that the per-copy fee indicated in the code is paid through the Copyright
Clearance Center, 222 Rosewood Drive, Danvers, MA 01923.

Other copying, reprint, or republication requests should be addressed to: IEEE Copyrights Manager, IEEE Service
Center, 445 Hoes Lane, P.O. Box 133, Piscataway, NJ 08855-1331.

The papers in this book comprise the proceedings of the meeting mentioned on the cover and title page. They reflect
the authors’ opinions and, in the interests of timely dissemination, are published as presented and without change.
Their inclusion in this publication does not necessarily constitute endorsement by the editors, the IEEE Computer
Society, or the Institute of Electrical and Electronics Engineers, Inc.

IEEE Computer Society Order Number P3521
BMS Part Number CFP0967F
ISBN 978-0-7695-3521-0
Library of Congress Number 2008909477

Additional copies may be ordered from:

IEEE Computer Society IEEE Service Center IEEE Computer Society
Customer Service Center 445 Hoes Lane Asia/Pacific Office
10662 Los Vaqueros Circle P.O. Box 1331 Watanabe Bldg., 1-4-2
P.O. Box 3014 Piscataway, NJ 08855-1331 Minami-Aoyama
Los Alamitos, CA 90720-1314 Tel: + 1 732 981 0060 Minato-ku, Tokyo 107-0062
Tel: + 1 800 272 6657 Fax: + 1 732 981 9667 JAPAN
Fax: + 1 714 821 4641 http://shop.ieee.org/store/ Tel: + 81 33408 3118
http://computer.org/cspress customer-service(@ieee.org Fax: + 81 3 3408 3553
csbooks(@computer.org tokyo.ofc@computer.org

Individual paper REPRINTS may be ordered at: <reprints@computer.org>

Editorial production by Lisa O’Conner
Cover art production by Joe Daigle/Studio Productions
Printed in the United States of America by The Printing House

|IEEE

@ computer CPS S,

soclety

IEEE Computer Society
Conference Publishing Services (CPS)
http://www.computer.org/cps




2009 International Conference
on Computer Engineering
and Technology

e ———————
ICCET 2009

Table of Contents
Volume - 2

Preface - VoIUMe 2. Xiil

ICCET 2009 Committee Members -Volume ... XV

ICCET 2009 Organizing Committees -Volume 2.......................... xvi

Session 9

Improved Error Metric of Terrain Rendering for Flying High Over the Tetrain...........oicuiisissimsmssisssssonens 3
Guojun Chen, Baolei Cui, and Qinggang Chen

Adaptive Step-size and Block-size FBLMS AIGOTithm ..............ooooooooooooooooooooooo 8
Qun Yang, Lin Xiao, Xuewen Zeng, and Jinlin Wang

A Preliminary Workload Analysis of SPECIVIN2008 .........oooooooooooomooooeoeoeoeeeeeeeeeeeee 13
Hitoshi Oi

Objective Quality Metric Based on Perception for Video ..o 20

Chunting Yang, Lian Zhao, and Zaiyi Liao

Study on the Key Technologies of Intelligent Coal Enterprises Integrated

L e 24
Bingjiang Gong, Dongyan Bai, and Fengjiu Wang

Particle Swarm Optimization for Run-Time Task Decomposition

and Scheduling in EVOIVAble MPSOC ............coooooooovovoooeeeeeeeeeeeeseeoeeoeeoeeoeeeeoeoeoeoeoeoeoeoeeoeoeoeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeeoe 28
Shervin Vakili, S. Mehdi Fakhraie, Siamak Mohammadi, and Ali Ahmadi

High Performance Simulation Platform for Switching and Scheduling ... 33
Shugiao Chen, Hongchao Hu, Ke Zhu, and Yunfei Guo

Design and Realization of Embedded Web GAEWAY SEIVET .......oorevveerrsrreessecssesssssssneesssssssesssssesssasssasssssssses 39

Huimin He, Jing Wang, Lingling Si, and Shuying Li




Improved Bayesian Anti-Spam Filter — Implementation and Analysis

SRIRARRERICHE SRaIN COTPIIRES . ....cocuursiciinmisissmsiisssisoriesiatsisiiie @i AR s G giig s oo on s an it 326
Biju Issac, Wendy Japutra Jap, and Jofry Hadi Sutanto

Evaluation Method and Application Based on Rough Set-Support Vector

REgTOESIONIMOL] ... oniisissiionssmmesnis imss o e s B it srer b bt s e st iss bean e il 331
Xiu-mei Wang, Xing Zhang, and Chong Gao

ANSYS-Based Dynamic Analysis of High-Speed Motorized Spindle ..........cccooviiinininininncciinicicnccane. 336
Weiguang Li, Hongbin Pu, Quanquan Liu, Gang Chen, and Song Zhang

An Improved Method for Designing Prototype Filter for M-Band Pseudo QMF

BABRE s o el oo S P R T W st A AR B AR AP i bt 341
A. Kumar, G.K. Singh, and R.S. Anand
Domain Ontology Based Automatic QUEeStion ANSWEIING .........ccoueerueurermesessasssesesenssssesssssnesssssssessesssessssssses 346

Jibin Fu, Jinzhong Xu, and Keliang Jia

Azimuth and Elevation of Slightly Inclined Geostationary-satellite Orbits ..........ccccooveeremiriiniiciniicncninan. 350
Jun-xia Cui, Hu-li Shi, and Feng Pang

FPGA Implementation of the Ternary Pulse Compression Sequences

with:Good Discrimination Factor VAIIER «.......o .ot i wtob iivrscstcnssessecssinsassovssssiduossssdossonsinsssssss 353
N. Balaji, K.Subba Rao, and M. Srinivasa Rao
Constant-current Soft Starting of Induction Motor Based on Fuzzy Control ............cccooovuevviininicccincinannnes 358

Shufen Li and Zhihua Liu
Road Surface Texture Recognition Method Research Based on Wavelet Packet

Hong Li, Jun Lin, and Yanhui Feng

A Queuing Analysis of Tolerating for Denial-of-Service (DoS) Attacks with

0 5y 07, [0 0T QIR b b S e e T T 366
Myint Myint Aye

Session 14

An Adaptive Framework for BIOMEtriC SYSIEIMS .........c.ouevurueieiriieeieiesesseecseesstsasesesesessssesssesesciessasasssenssssessssssns 371
Sitalakshmi Venkatraman

The Design of Digital Frequency Transmission System Based on SOPC

Lihua Su, Keping Zhao, and Fan Yang
Security in Ad Hoc Networks: A Location Based Impersonation Detection

Md. Mashud Rana, Khandakar Entenam Unayes Ahmed, Nazmur Rowshan Sumel,
Md. Shamsul Alam, and Liton Sarkar

Quantification and Evaluation of Survivability on Information Systems ...........cccccvruemieininicniciniccneene. 385
Ming He, Hang-Ping Qiu, Ai-qun Hu, and Ji-Chuan Quan
Effectiveness of E-Leatting SYSIBI .......iisisassissismsisssesisosssssrssnssiacioatoe e antiosassssdsss sssasssassassiosssns 390
Sarmad Mohammad
X

Computat
Platform.
Wei-c

Study on

An Ada
Extensi
Md.
Has

Spectr
Lic
Auton
of EV

The”
Engi

Des

Prc

n



2009 International Conference on Computer Engineering and Technology

Effectiveness of E-Learning System

Dr. Sarmad Mohammad (PhD Computer Science) 0 al

msarmad @ruw.edu.bh
Department of Computer Science (COS)
Faculty of Art, Design & Computing
Royal University for Women (RUW)
P.O.Box 37400, Riffa Kingdom of Bahrain

1. Abstract

Web sites have become a mission critical component
of the organization as more and more businesses have
come to rely on it. In this paper, a framework has been
introduced to be used to evaluate the quality,
completeness of the monitoring and to measure
effectiveness of e-learning web site which has three
areas of focus infrastructure, applications, and
business functions. Each area is different; they cover
the system aspects of the Web site. The infrastructure
aspect concentrates on the operating system, server
and network hardware, and other devices such as fire

2. Methodology

In support of the framework, advantages &
disadvantages of e-learning compared to
traditional learning given in Table 1, also
research work have developed a systematic
methodology that uses certain issues to drive and

2.1 Infrastructure issue

Concerning site's infrastructure we create a table
with as many specific components to be the
index to the health of the infrastructure. A good
starting point should include the operating
system, server hardware, network hardware, and
other devices like fire wall [7] and load-
balancing servers. Derive the list of
infrastructure components from the
documentation for the web site. For each specific
component, identify a set of detailed

wall. The application aspect pays a specific attention
on the database, middle-ware, and the application
itself.  Business functions deals with the
comprehensive management [2,6] of a collection of
applications. We suggested a plan to manage and
address deficiencies [10] of actual online site
operation. We proposed a performance management
policy, some security question have been answered
and evaluated.

Keywords: e-learning, web site quality, performance,
management and monitoring.

support the analysis. These issues are used to
clearly identify and document the monitoring
and management components, processes, and
tools that are the focus of the various system
activities of e learning.

components. For the operating system, this
should include detailed components like CPU
utilization, file systems, paging space, memory
utilization, etc. These detailed components will
become the focus of the monitors that will be
used for ensure the availability of the
infrastructure. Figure -1 contains index
examples of infrastructure specific components
and component details. The application &
business issues also will be included.

Table 1 Advantages & disadvantages of e-learning compared to traditional learning

E-learning Traditional Learning

Advantages 1-Time & location flexibility 1-Immediate feedback
2-Cost-effective for learners 2-Familiar to both students & Instructors
3-Global &unlimited access to | 3-Cultivation of a social community
shared information 4-Motivating students
4-Self- paced

Disadvantages 1-Lack of Immediate feedback in | 1-Instructor —centered
asynchronous e-learning 2-Time & location constraints
2-Increased preparation time for | 3-More expensive to deliver.
instructor
3-Non comfortable, anxiety
frustration , & confusion to some
people.

978-0-7695-3521-0/09 $25.00 © 2009 IEEE 390
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Four components Infrastructure identification phase

Specific Component | Component Details Monitoring to ensure availability
1.0Operating CPU utilization, File systems, Paging space, Memory utilization
System OS processes monitoring (Virus alert, log service, etc.)
Interface status, Network utilization, Packet loss, Network
collisions, Network processes monitoring, External access.
2. S RAID array disk failure, CPU failure, Disk drive failure
2. Server
itk Switch and hub status, Router status
Hardware
4 Other Devices ;zz:isbalancmg device status, Firewall status, Caching server

Application identification phase

Specific Component Component Details

Application Application processes (service) monitoring

Database Database processes (service) monitoring
Communication support monitoring
Backup success monitoring

Middle-ware Middle-ware processes (service) monitoring
Queue monitoring, Channel monitoring

*Business identification phase

Specific Component

Component Details

Business system view(s) | A view or views that contains related applications and components

Business system

Checks all application interfaces, checks availability of queues between

monitor(s) applications, and run a test transaction .
Business system Shutdown, Startup, Restart, Display all (or selected) (services) of a business
command(s) system

Figure -1 Contains index examples of infrastructure, application & business specific

components
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2.2 The application & business issues

For the Web site's application focus on the
database, middle-ware, and the application itself
Figure -1 contains index examples of application
specific components and component details. For
the business aspect of the system perspective, the
focus is on relating the applications as business
systems. To relate applications as business
systems, components are grouped and taken as a
whole. Views are used to visually manage the
business systems. Business system monitoring is

3. System Support

The key components of the support perspective
are team, process and tools. These components
are explored in the context of four disciplines --
change, problem, performance, and security.
Change, problem, performance, and security
management are widely practiced disciplines in
the industry. The scope of the support
perspective is both broad and narrow. The broad

3.1 Management issue

Management is a process whose goal is to
provide defect-free implementation of changes to
the system environment. This process includes
planning and documentation of the change, real
time management of the change, verification of
completion or, in the case of failure, verification
of restoration back to the original state, and

follow-up analysis and reporting.. From a
system-monitoring viewpoint, we see the
following three important issues:-
3.2 Problem management
Problem management is the successful

awareness of and response to all monitoring tool
alerts and other manually reported or detected
problems and the resolution of any events,
conditions, failures, etc indicated by this
information. The entire set of activities is
focused on ensuring that the site is available and
functioning in the manner in which it was

3.3 Performance management

Performance management is focused on the
measurement and reporting of system resources
by the application and its users. Performance
management can be used to report problems in
real time but is generally used to determine

392

more inclusive than regular monitors are. For
example, a business system monitor could have a
monitor called all business system interfaces.
Web-Site Business contains e-registration, online
courses, lectures, grades, web-mail & voting
feedback form that suggested to be added to web
sites to measure level of staff and students
satisfaction in order to improve system
performance [3].

scope has to do with the readiness of change,
problem, performance, and security teams to
handle the Web site's needs. The narrow scope is
how monitoring, command, and control interact
with the specific functional perspectives. For
example, during a change window, how is
monitoring handled to avoid a flood of false
alerts [6].

e How to reactivate the monitoring
system follows a change activity to
verify that all systems and services are
functioning normally.

e How to convert problem management
activities into change activities

e How prepared to change tools, and
processes are to handle the Web site
better.

designed. The 7x24 nature of e-learning web
sites and the number of systems used in the
typical web site indicate that in order to scale the
problem management system and control costs
some degree of automation is required.
Automation can insure a rapid response 0
simple problems regardless of when they occur.

performance trends and to plan for necessary
resources upgrades or modifications.. Table 2 is
an example of a completed performance
evaluation table contains four parts team, tools,
process and overall evaluation [29].




Table 2. Performance evaluation Table

Specific component Component details Evaluation

evaluate the effectiveness of the
team? If so, what data?

1.Team Who are the team members? Performance team is in place with two members

What skills, experience, training | Performance team is experienced and well trained with performance tools
does the team posses?

’ What coverage is provided by the | Team works normal business hours. Most performance management is

| team? Is this adequate? done after the fact - most tools are not real-time
Are there any performance Few measurements exist at this time. Team consults with Web

\ measurements that can used to administrators and shares performance information

1

What are the strengths and Team understands tools and does a good job in its consulting role. Team is
weaknesses of the team? not equipped to deal with "emergency" performance problems.
What other teams are key to the Performance team works with Web administrators and teams working
success of this team? Are there problems
1 any issues?
Based on the above evaluation, Action items include --
what are the primary issues? What *  Recommendation: performance team needs a
is the action plan to resolve? methodology to work emergency performance
problems
2.Tools What is the primary tool for Team uses utilities that are part of OS and records statistics to log files
investigating performance
problems?
What are the strengths and Tools are well-known and easy to use and interpret. Tools require systems
weaknesses of this tool? administration level skills.
What other tools are used to Just scripts and basic reporting tools like SAS
manage performance?
What specific performance CPU utilization, page space, memory, and disk utilization
metrics are collected
What is the time frame for the Data is stored for the past 6 months
collection of performance data
Evaluate and develop action plan | Action items include —
1o address deficiencies. . Recommendation: Real-time tool is needed to
support emergency performance problems
3. Process Is there a document, which No, performance management is not a core discipline
defines the organization's
performance management policies
and procedures?

Is this consistent with actual Team just provides consulting-level assistance
practice, if not, where are the gaps

Evaluate and develop action plan | Action items include —

to address deficiencies *  Recommendation: It is unclear if performance-
management focus need to be more formal as
performance of the site is handled carefully by the
administration and performance community

4. Overall What reports are available to Real reports, just ad-hoc reporting
review site performance? Are they
adequate?
What is the leading cause of Should be tracked

performance problems? What is
being done to address this?

3.4 Security management issue

Some security policy questions that must be answered are [1,5]:
What components are most critical but vulnerable?
What information is confidential and needs to be protected?
How will confidentiality be ensured?
Will the confidential information be encrypted?
Who is authorized to access or modify information?
What authentication system should be used?
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What intrusion detection systems should be installed?
Who has authority and responsibility for installing and configuring system?
What incident handling measures should be in place?
What plans need to be in place to ensure continuity or {rﬁnimum disruption?

It is expected that the outcome of fulfillment above questions will be a security policy with the

following characteristics:
The policy is clear and concise

;1 Summary

This paper described a framework and
supporting method to evaluate performance
management tools and methods for online
service of e-learning web site. Two perspectives
are the basis of the framework system and
support. Methodology is used for proactive
planning  which  involves three  steps:
preplanning, analysis, and review. Figure -1
were used to support the analysis associated with
the methodology. The developed systematic
methodology uses a series of Tables to drive and
support the analysis. These Tables are used to
clearly identify the monitoring and management

Acknowledgment:

The policy has built in incentives to motivate compliance

Compliance is verifiable and enforceable

Systems have good control for legitimate use: access, authentication, and authorization
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There is a disaster recovery and business continuity plan
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